
Data protection notices  
 
These data protection notices apply to Fleetboard and Mercedes Benz Uptime products as part of the 
customer migration. 
The new Fleetboard Portal is a platform for using various services and products for everything to do with 
your booked Fleetboard and Mercedes-Benz Uptime telematics service. The portal allows you to view 
and manage your vehicles and your fleet as well as related services and products from Mercedes Benz 
Deutschland, Daimler Truck AG and other subsidiaries of Daimler Truck AG. 
The protection of your personal data is our highest priority here, and is taken into account in all of our 
business processes.  The following data protection information provides you with a detailed overview of 
the processing of your personal data by Daimler Truck AG in connection with the technological portal 
migration.  Personal data means any information relating to an identified or identifiable natural person.  
With this data protection notice, we inform you of the type, scope and purpose of personal data 
collection at Daimler Truck AG and how we handle this data.  In addition, you will find out what rights 
you have with regard to the processing of your personal data. 
 
1. Who does this privacy notice apply to? 

These data protection notices apply to all Fleetboard and Mercedes-Benz Uptime customers 
affected by a technical migration to the new Fleetboard Portal. 
 

2.  Who is responsible for processing the data? 
The controller for the processing of personal data described below (unless another party is 
expressly designated as the controller) is:  
Daimler Truck AG 
Fasanenweg 10   
 D-70771 Leinfelden-Echterdingen  
Germany  
E-mail:  contact@daimlertruck.com 
Commercial Register no. 762884  
 
As the data protection officer, your contact person for questions regarding data protection is:  
Group Data Protection Officer 
Daimler Truck AG  
Fasanenweg 10 
HPC DTF2B 
D-70745 Leinfelden-Echterdingen 
Germany  
E-mail:  dataprivacy@daimlertruck.com 
 

3. Which of my data is used for which purpose (purpose of the processing) and on which basis 
(legal basis)? 
We process data during the technical migration of our customers to the new Fleetboard Portal where 
necessary for the portal migration. In particular, this data includes your master data, e.g. last name, 
first name and E-mail address. We process this data if doing so is necessary to protect our legitimate 
interests (Article 6 (1) f GDPR). Our legitimate interest arises from our need to accompany our 
customers along the process of technical migration to the new Fleetboard Portal.  

 
5. Will my data be passed on? 

We do not disclose your personal data to third parties unless you have consented to such disclosure, 
or we are entitled or obliged to disclose such data owing to legal provisions and/or official or court 
orders.  
We use third-party processors (e.g. IT service providers) to provide our services. Your data will be 
passed on to them in strict compliance with the obligation to maintain confidentiality and the 
requirements of the GDPR and the Federal Data Protection Act. The processing parties we 
commission, who may only process the data for us and not for their own purposes, are obliged to 
comply with strict standards defined by Daimler AG.  



 
6. Will my data also be transferred to third countries? 

As a rule, personal data is not processed outside the EU or the EEA. In exceptional cases, it may be 
the case that service providers who potentially also run our systems for us in non-European 
countries, have access to the above-mentioned data when the systems are serviced or repaired. 
This data is not actively processed by our service providers; access cannot be ruled out for 
organisational reasons. If personal data is transferred outside the EEA, the EU Commission Standard 
Contractual Clauses apply. These are available at https://ec.europa.EU/info/law/law-topic/data-
protection/publications/standard-contractual-clauses-controllers-and-processors_en.  

 
7. How long will my data be stored for? 

We only process and store your personal data for as long as is necessary for the portal migration 
process. All personal data that we no longer need after having completed portal migration will be 
deleted immediately. Only data that is still required to provide portal functions on the new customer 
portal is excluded. 

 
9. What are my rights towards the data controller? 

You have extensive rights with regard to the processing of your personal data. It is important for us 
for you to be familiar with these rights:  

 Right to information:  You have the right to information about the data stored by us, in 
particular the  purpose for which the processing is carried out and how long the data will 
be stored for (Art. 15 GDPR). 

 Right to correct incorrect data:  You have the right to demand us to correct your personal 
data immediately if it is deemed incorrect (Art. 16 GDPR). 

 Right to erasure:  You have the right to demand us to delete your personal data immediately. 
You may demand the deletion of your data if, for example, we no longer need the personal 
data for the purposes for which it was collected or processed in any other way, if we process 
the data unlawfully or if you have legitimately objected to the processing or have revoked 
your consent or if there is a statutory obligation to delete (Art. 17 GDPR). 

 Right to restriction of processing:  You have the right to ask for restriction of the processing 
of your data. You have this right for the duration of the personal inspection if you have 
disputed the accuracy of the data concerning you, as well as if that you opt for restricted 
processing instead of erasure in the case of an existing right to erasure.  Furthermore, the 
processing will be restricted in the event that the data is no longer required for the purposes 
pursued by us, but you require the data for the assertion, exercise or defence of legal claims, 
or if the successful exercise of an objection between us and you is disputed (Art. 18 GDPR).  

 Right to data portability: You have the right to obtain from us the personal data that you 
have provided to us in a structured, commonly used, machine-readable format (Article 20 
GDPR), insofar as this has not already been deleted.  

 
If you wish to exercise any of your rights or receive further information about this, please send an 
E-mail to  dataprivacy@daimlertruck.com  or write to: 
 
Group Data Protection Officer 
Daimler Truck AG  
Fasanenweg 10 
HPC DTF2B 
D-70745 Leinfelden-Echterdingen 
Germany  

 
10. Can I object to the processing of my personal data? 

You have the right, for reasons arising from your particular situation, to object to the processing of 
your personal data at any time on the basis of Art. 6 (1)(1)(f) GDPR. We will cease processing your 
personal data unless we can demonstrate compelling legitimate grounds for this processing which 



override your interests, rights and freedoms, or where the processing is for the establishment, 
exercise or defence of legal claims.  
If you would like to object to the processing of your personal data, please send us an E-mail 
at  dataprivacy@daimlertruck.com  or write to the Group Data Protection Officer at Daimler Truck 
AG, Fasanenweg 10, HPC DTF2B, 70745 Leinfelden-Echterdingen, Germany. However, in the event 
of an objection it is possible that we will no longer be able to provide the services we have agreed 
with you, or will not be able to do so to the agreed extent. 
 

11. Right to complain to the supervisory authority 
If you are of the opinion that we violate the GDPR by processing your personal data, you have the 
right to complain to a supervisory authority, e.g. the data protection authority responsible for your 
place of residence, your workplace or the location of the data protection violation. 
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